IT Authorized Network Services Policy

Purpose
Certain electronic services are more critical to the functioning of the University infrastructure than others. Therefore, network services are exclusive to the Information Technology Division.

Policy Statement
All network services on a computer which connects to the production network of the University must either be installed or approved by the Information Technology Division.

Applies to
All computers that connect to the production network of the University.

Responsibilities
IT staff will periodically scan the production network and notify the computer’s custodian to begin either the waiver or remediation process.

Examples of network services include, but are not limited to:

- Web servers
- FTP servers
- DNS servers
- Database servers (SQL, Oracle, et cetera)
- SMTP/Mail Servers
- SSH or Telnet servers

To request a waiver, please submit a request to itsupport@bridgew.edu
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